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Abstract:
In this talk I will introduce my research on a new science of language-based software cyber deception, featuring a suite of new technologies that arm live, commodity server software with deceptive attack-response and disinformation capabilities. These new capabilities mislead adversaries into wasting precious time and resources on phantom vulnerabilities and decoy systems, making cyber attacks significantly more costly and risky for their perpetrators, and giving defenders more time and opportunity to detect and thwart incoming attacks. To this end, I will present a new abstraction that makes software security patches invisible to attackers, and explain its implications for research in software architecture, compiler techniques, programming language theory, and program analysis.